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	Other comments:
	


C.X
Implementers’ test data

C.X.Y
ECIES Profile A
The following test data set corresponds to SUCI computation in the UE for IMSI-based SUPI and ECIES Profile A. 

IMSI configured in the USIM consists of MCC|MNC: '274012' and MSIN: '001002086'
ECIES test data
The ECIES Scheme Output is computed in the UE as defined in Figure C.3.2-1 of clause C.3.2 with the following data 

Home Network Private Key:
‘c53c22208b61860b06c62e5406a7b330c2b577aa5558981510d128247d38bd1d’

Home Network Public Key:
‘5a8d38864820197c3394b92613b20b91633cbd897119273bf8e4a6f4eec0a650’

Eph. Private Key:
‘c80949f13ebe61af4ebdbd293ea4f942696b9e815d7e8f0096bbf6ed7de62256’

Eph. Public Key:
‘b2e92f836055a255837debf850b528997ce0201cb82adfe4be1f587d07d8457d’

Eph. Shared Key:
‘028ddf890ec83cdf163947ce45f6ec1a0e3070ea5fe57e2b1f05139f3e82422a’

Eph. Enc. Key:
‘2ba342cabd2b3b1e5e4e890da11b65f6’

ICB:
‘e2622cb0cdd08204e721c8ea9b95a7c6’

Plaintext block:
‘00012080f6’

Cipher-text vaue:
‘cb02352410’

Eph. mac key:
‘d9846966fb7cf5fcf11266c5957dea60b83fff2b7c940690a4bfe57b1eb52bd2’

MAC-tag value:
‘cddd9e730ef3fa87’

Scheme Output:
‘b2e92f836055a255837debf850b528997ce0201cb82adfe4be1f587d07d8457dcb02352410cddd9e730ef3fa87’
